
Privacy Notice 

on the data processing in relation to the event “Artificial 
Intelligence and Autonomous Systems (AI & Aut Expo)” 

In connection with the registration (hereinafter referred to as Registration) for the event “Artificial 
Intelligence and Autonomous Systems (AI & Aut Expo)”, we hereby provide the following information 
to you (hereinafter referred to as You or Data Subject(s)), as the person completing the registration 
form on the rules and conditions of data processing performed by us, the Institute for Computer 
Science and Control (SZTAKI) (registered seat: H-1111 Budapest, Kende utca 13-17.; hereinafter 
referred to as Institute or Data Controller): 

1. Applicable law

We would like to inform you that the data processing carried out by us in connection with the 
Questionnaire is governed by the applicable EU and Hungarian legislations, in particular the followings: 

 REGULATION (EU) 2016/679 OF THE EUROPEAN PARLIAMENT AND OF THE COUNCIL of 27
April 2016 on the protection of natural persons with regard to the processing of personal data
and on the free movement of such data, and repealing Directive 95/46/EC (General Data
Protection Regulation – GDPR);

 Act CXII of 2011 on the right to informational self-determination and on freedom of
information (hereinafter referred to as Infotv.);

 Act V of 2013 on the Civil Code (hereinafter referred to as Ptk.) and
 recommendations and resolutions of the National Authority for Data Protection and Freedom

of Information.

2. The Data Controller’s data

Name: Számítástechnikai és Automatizálási Kutatóintézet (Institute for Computer Science and 
Control – SZTAKI) 
Registered seat: H-1111 Budapest, Kende utca 13-17. 
The person entitled to represent the Data Controller: Dr. László Monostori, Director 
Telephone number: +36-1-279 6172 
Email address: milab@milab.hu 

3. Definitions

 Data handling: the performance of technical tasks related to data processing operations,
irrespective of the method and means used to carry out said operations and the place of
application, provided that the technical task is performed on the data.

 Data processing: any operation or set of operations which is performed on personal data or
on sets of personal data, whether or not by automated means, such as collection, recording,
organisation, structuring, storage, adaptation or alteration, retrieval, consultation, use,
disclosure by transmission, dissemination or otherwise making available, alignment or
combination, restriction, erasure or destruction.

 The restriction of processing: the marking of stored personal data with the aim of limiting their
processing in the future. Except for storage, personal data shall be processed only with the
consent of the data subject or for the establishment, exercise or defence of legal claims or



the protection of the rights of another natural or legal person, or for important public interests 
of the European Union or of a Member State. 

 Data Controller: the natural or legal person, public authority, agency or other body which, 
alone or jointly with others, determines the purposes and means of the processing of personal 
data; where the purposes and means of such processing are determined by Union or Member 
State law, the controller or the specific criteria for its nomination may be provided for by Union 
or Member State law. 

 Transfer of data: making personal data available to a specified third party. 
 The data subject’s consent: a freely given, specific, informed and unambiguous indication of 

the data subject's wishes by which they signify, by a statement or by an act expressing their 
unambiguous consent, that they signify their agreement to the processing of personal data 
concerning them. 

 Personal data: any information relating to an identified or identifiable natural person (“data 
subject”); an identifiable natural person is one who can be identified, directly or indirectly, in 
particular by reference to an identifier such as a name, an identification number, location data, 
an online identifier or to one or more factors specific to the physical, physiological, genetic, 
mental, economic, cultural or social identity of that natural person. 

 

4. The scope of data subject to processing 
 

4.1. Please note that our Institute will send the Registration to Your email address. We expressly 
declare that our Institute has the legal right to process the email address You use to register. 

 

4.2. The Data Subject expressly consents to the Data Controller taking photographs and audio or video 
recordings of them while they participate in the Event which may be freely used for PR/promotional 
or other activities related to the scope of the Data Controller's activities and for which the Data Subject 
shall not be entitled to any remuneration. The Data Subject acknowledges that the recordings made of 
them are the intellectual property of the Data Controller and that the copyright in them belongs to the 
Data Controller. 

 

4.3. Please be informed that our Institute may process the following personal data: 
- name, 
- title, 
- employer’s name and address, 
- audiovisual recordings, 
- telephone number, 
- email address. 



4.4. The Data Controller expressly undertakes that if other personal data are processed in connection 
with the completion of the registration, the Data Subjects will be expressly informed about the scope 
of the data processed and the circumstances of the processing. 

 

5. Legal basis of data processing 
 

5.1. The legal basis of data processing is your consent. 
 

5.2. Please note that you can withdraw your consent at any time. In this case, the Data controller will 
immediately delete your personal data. 

 

5.3. Please note that the withdrawal of consent shall not affect the lawfulness of processing based on 
consent before its withdrawal. 

 

6. Purpose of data processing 
 

6.1. We process the name of the Data Subjects for the purpose of identifying the person completing 
the form and distinguishing them from other persons. 

 

6.2. We process the job title and workplace of the Data Subjects in order to understand what job titles 
the persons, who are interested in our event hold at the given companies. This knowledge helps us to 
optimise the presentations and the demonstrations of the event. 

 
6.3. We process the telephone numbers and email addresses of Data Subjects for the purpose of 
contacting them about event details. 

 
6.4. The email address of the Data Subjects will be processed, subject to Your consent, for the purpose 
of notifications of future similar events organised by the Institute. 

 

6.5. The Data Controller expressly undertakes not to use the personal data of Data Subjects for 
purposes other than those set out in Sections 6.1 to 6.4 of this Notice. 

 

7. Means of data processing 
 

The personal data provided to us during the Registration process will be stored on the Data Controller's 
server, to which only our staff involved in the conducting of the event “Artificial Intelligence and 
Autonomous Systems (AI & Aut Expo)” will have access. 

 

8. Duration of processing 
 

We will process the personal data provided to us when completing the Registration until the 
withdrawal of the consent, but no later than 30 December 2023, and they will be deleted thereafter. 

 

9. Data handling and transfer of data 
 

9.1. The Data Controller does not transfer personal data to third parties. 



10. Rights of the Data Subjects 
 

Please be informed that you have the rights listed and detailed in this Section in relation to the 
processing carried out by the Data Controller. 

 

10.1. The right to be informed 
 

The Data Subject has the right to receive information from the Data Controller on the processing of 
their personal data, and the level of detail shall be at least as presented in this Notice. The Data 
Controller shall provide the information to the Data Subject within the shortest possible period of time 
from the date of the request for information is submitted, and in any case within thirty (30) days. 

 

10.2. Right of access 
 

The Data Subject has the right to receive feedback from the Data Controller on whether their personal 
data are being processed and, if so, to have access to their personal data and to the information 
relating to the processing (categories of personal data concerned and further information on the 
processing contained in this Notice). 

 

10.3. Right to rectification 
 

The data subject shall have the right to obtain from the controller without undue delay the rectification 
of inaccurate personal data concerning them, and to have incomplete personal data completed by the 
Data Controller. 

 

10.4. Right to erasure 
 

The Data Subject shall have the right to obtain from the controller the erasure of personal data 
concerning them without undue delay and the Data Controller shall have the obligation to erase 
personal data without undue delay where one of the following grounds applies: 

 

a. the Data Subject’s personal data are no longer necessary in relation to the purposes for 
which they were collected or otherwise processed; 

b. the Data Subject withdraws consent on which the processing is based, and there is no other 
legal ground for the processing; 

c. the Data Subject objects to the processing pursuant to Section 10.7, and there are no 
overriding legitimate grounds for the processing; 
 

d. the personal data have been unlawfully processed; 
e. the personal data have to be erased for compliance with a legal obligation in Union or 

Member State law to which the Controller is subject. 
 

10.5. Right to restriction of processing 
 

The Data Subject shall have the right to obtain from the Data Controller restriction of processing where 
one of the following applies: 

 

a. the accuracy of the personal data is contested by the Data Subject, therefore, data processing 
is restricted for a period enabling the Controller to verify the accuracy of the personal data; 



b. the processing is unlawful and the Data Subject opposes the erasure of the personal data and 
requests the restriction of their use instead; 

c. the Controller no longer needs the personal data for the purposes of the processing, but they 
are required by the Data Subject for the establishment, exercise or defence of legal claims; 
or 

d. the Data Subject has objected to processing pending the verification whether the legitimate 
grounds of the controller override those of the Data Subject. 

 

10.6. Right to data portability 
 

The Data Subject shall have the right to receive the personal data concerning them, which they have 
provided to the Data Controller, in a structured, commonly used and machine-readable format and 
have the right to transmit those data to another controller without hindrance from the Data Controller, 
where: 

 

a. the processing is based on the Data Subject’s consent or on a contract to which the Data 
Subject is party and 

b. the processing is carried out by automated means. 
 

In exercising their right to data portability as specified above, the Data Subject shall have the right to 
have the personal data transmitted directly from one controller to another, where technically feasible. 

 

10.7. Right to object 
 

The data subject shall have the right to object, on grounds relating to their particular situation, at any 
time to processing of personal data concerning them which is based on the legitimate interests of the 
Data Controller or a third party. In this case, the Data Controller shall no longer process the personal 
data, unless the Data Controller demonstrates compelling legitimate grounds for the processing which 
override the interests, rights and freedoms of the Data Subject or for the establishment, exercise or 
defence of legal claims. 

 

Where personal data are processed for direct marketing purposes, the Data Subject shall have the right 
to object at any time to processing of personal data concerning them for such marketing. Where the 
Data Subject objects to processing for direct marketing purposes, the personal data shall no longer be 
processed for such purposes. 

 

11. Data security 
 

The Data Controller shall make reasonable efforts with a view for the security of data it processes, and 
shall adopt the appropriate security measures, in particular to prevent unauthorised access to, 
alteration, transfer, disclosure, erasure or destruction, accidental destruction or accidental damage of 
such data. 

 

The Data Controller shall implement appropriate technical and organisational measures to ensure the 
security of the data. 



In order to ensure the security of the Data Subject's personal data, the Data Controller undertakes to 
ensure that all its employees involved in the processing of personal data comply with the data 
protection provisions set out in this Notice. 

 

12. Right to a judicial remedy 
 

If You wish to make a complaint about the processing of your personal data by our Company, You may 
do so using the contact details set out in Section 1 of this Notice. 
 

 
Please note that you may also lodge a complaint directly with the National Authority for Data 
Protection and Freedom of Information (address: H-1125 Budapest, Szilágyi Erzsébet fasor 22/c.; 
telephone number: +36-1-391-1400; email address: ugyfelszolgalat@naih.hu; website: www.naih.hu). 

 

Please note that if you believe that your rights have been infringed by our processing, you may also 
take legal action. The regional court will have jurisdiction to hear the case. At the choice of the Data 
Subject, the legal action may also be brought before the regional court of the place of residence or 
domicile of the Data Subject. 


